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ABOUT US
ComCERT is a Polish company, part of the Asseco Group.

Since 2011, we have been providing cybersecurity services, focusing on the following areas:

• Implementation of cybersecurity systems.

• Security audits and regulatory compliance.

• Threat and incident identification in cyberspace.

• Development and training of SOC, CSIRT/CERT teams.

• Support in threat or security breach situations.

Our services offer direct support to IT security teams, SOC centers, and CSIRT/CERT teams. 
With extensive experience in providing cybersecurity services, practical knowledge of domestic 
and international threat specifics, and long-standing cooperation with numerous enterprises, 
our team ensures the highest quality of services.

We offer comprehensive training, products, and services in cybersecurity, presenting 
a complete solution meeting the needs of cybersecurity teams of large and medium entities.

Our clients include banks, critical infrastructure entities, key service operators, public 
administration bodies, State Treasury companies, and digital service providers.



We support our clients at every stage of their operations and security. 

We provide comprehensive support and execution of processes for preparation, planning, 
verification, implementation, monitoring, and maintenance of cybersecurity systems.

Beyond our core service activities, we conduct educational programs and training in specialized 
competencies. Our training offerings are complemented by simulations to verify operational 
effectiveness and the level of awareness and knowledge.

SCOPE
OF SPECIALIZATION

Assessing the maturity of organizations 
and their processes. Testing the security 
of technical-system infrastructure.

Preparing organizational projects and 
defining processes. Creating technical 

designs for infrastructure solutions.

AUDITS

DESIGN

Implementing formal, technical and 
organizational requirements. Deploying 
leading technologies. Building turnkey SOC units.

IMPLEMENTATION

Optimizing internal regulations. 
Developing security systems. 
Conducting training and simulations.

DEVELOPMENT

Monitoring the security of systems. 
Providing service and maintenance services. 
Supporting SOC in 1L, 2L, and 3L capacities.

MAINTENANCE



CYBERSECURITY
SERVICES
The scope of basic services highlights the most popular tasks that we have been carrying out 
for our clients for the past 12 years. The area of expertise of our staff covers a wide spectrum 
of knowledge and practical skills. 

We support our clients in prevention, recognition, and counteracting threats in cyberspace. 
In addition to service activities focused on cybersecurity, we also conduct educational 
and training activities, along with practical workshops and simulations.

DIGITAL FORENSICS REGULATORY COMPLIANCE

SOC OUTSOURCING (1L, 2L, 3L) CISOaaS (CISO as a SERVICE)

SIEM, SOAR SETUP SUPPORT DEVELOPING SOC, CSIRT UNITS

SECURITY AUDITS POST-BREACH ANALYSIS

TRAINING SERVICES CYBER THREAT INTELLIGENCE



IMPLEMENTATION
SERVICES
The scope of implementation services highlights key services related to the secure design, 
implementation, maintenance, and development of technological systems infrastructure. 

The area of our expertise includes systems such as VPN, WAF, DAM, EDR, DLP, SIEM and SOAR. 

Through collaboration and authorization with leading manufacturers, we offer cybersecurity 
services in a multi-vendor model, thereby eliminating the risk of vendor-lock.

CS SYSTEM INTEGRATION CS MAINTENANCE AND SERVICE

CS MODERNIZATION & UPGRADE CS TECHNOLOGICAL CONSULTING

CS INFRASTRUCTURE SUPPORT CS ACCESS MANAGEMENT

CS SYSTEM DESIGN CS SYSTEM IMPLEMENTATION



CONTACT

ul. Branickiego 13 
02-972 Warsaw
Poland

+48 22 112 06 83

biuro@comcert.pl
www.comcert.pl

ComCERT S.A.
Headquartered in Warsaw, 02-972, at 13 Adama Branickiego Street.
Registered in the Business Register maintained by the District Court 
for the Capital City of Warsaw, 13th Commercial Division of the 
National Court Register. KRS: 0000406425, NIP: 5252524691.
Share capital of PLN 136 000 fully paid.


